2008 local s1 answers CSN09101
1. Files will have the octal code of 551, or in symbolic r-xr-x--x.
2. /bin and /usr/bin
3. ls –al ~ > ~/file6; ls –l /bin >> ~/file6
4. The directory  is “b” and the size cannot be detected from this information..
5. When the machine boots it enters runlevel 5. This line indicates that sshd will be started at this level, at priority 55, and that /etc/init.d/sshd will be executed at that time with the parameter “start”.

6. He change files in /etc/skel. He would have to edit this and all new user’s “.” files.
7. ifconfig eth0 10.2.1.20 netmask 255.255.255.0 broadcast 10.2.1.255
ifconfig eth1 10.1.25.254 netmask 255.255.0.0 broadcast 10.1.255.255
ifconfig eth2 10.3.25.254 netmask 255.255.255.0 broadcast 10.3.25.255
8. ip route add 10.1.0.0/16 dev eth0 
ip route add default via 10.1.25.254
9. iptables –F FORWARD
iptables –P FORWARD DROP
iptables –A FORWARD –m state --state ESTABLISHED,RELATED –j ACCEPT
iptables –A FORWARD –i eth0 –o eth1 –d 10.1.2.3–j ACCEPT
10. state test should be for RELATED,ESTABLISHED, -o should be -i
11. tcpdump can capture all traffic on a connected network, enabling the user to capture any type of traffic. Unencrypted traffic may carry privileged information, such as passwords or confidential information.
12. Should start with <virtualhost *:80>. DocumentRoot rather than DocumentHome.

13. RewriteEngine on
RewriteCond %{HTTP_HOST} !^www.\.test\.com
RewriteRule ^(.*) http://www.test.com$1 [L,R=permanent]

14. Forwarding rules need to avoid infinite looping. Putting a \ in front of a name means the forwarding file for that user is ignored during delivery. However, it should have been \andrew not \gordon.
15. The url will be rewritten externally to http://www.soc.napier.ac.uk/~gordon/hello.html, as the HOST matches and the URI does not start “/~neil”. The last RewriteRule is not done due to the first rule having the option “L”.
16. the command to set passwords is htpasswd not passwd. Required user should be Require user.
17. www
A 10.10.10.2
 
MX web
ns1
CNAME tester.com.
web
A 10.10.10.10
 
A 10.10.10.11
18. NEW indicates that this is the first packet of a layer 4 network session. Within the whole rule this permits the first packet of a new http request.
19. This translates ip numbers to the domain name grussell.org, but the hostname should have ended with a “.”.

20. A mask of 255.255.0.0 (a /16) should give a broadcast of 146.176.255.255.
   

